SQL Injection

SQL-injectie is een code-injectietechniek die uw database kan vernietigen.

SQL injectie is een van de meest voorkomende web hacking technieken.

SQL-injectie is de plaatsing van kwaadaardige code in SQL-instructies, via webpagina-invoer.

SQL Parameters voor bescherming

De code:

$stmt = $dbh->prepare("INSERT INTO Customers (CustomerName,Address,City)   
VALUES (:nam, :add, :cit)");  
$stmt->bindParam(':nam', $txtNam);  
$stmt->bindParam(':add', $txtAdd);  
$stmt->bindParam(':cit', $txtCit);  
$stmt->execute();